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Executive Summary

Cybersecurity enthusiast and Bug Bounty Hunter skilled in vulnerability assessment and
penetration testing. Discovered CVE-2025-26206 (CSRF in Sell Done Storefront v1.0), Seeking
an internship to apply technical skills in real-world security operations, strengthen defenses,
and contribute to organizational cyber resilience.

Experience

SECURE WORLDZ
Senior Director

* Led security assessments, including penetration testing and vulnerability management
for web applications.

* Directed a team in implementing secure coding practices and threat modeling to reduce
attack surfaces.

* (Collaborated with developers to remediate critical vulnerabilities, enhancing overall
security posture.

Writeups

From Curiosity to CVE: How | Found a CSRF Privilege Escalation Bug
& https://xibhi.hashnode.dev/cve-2025-26206

Technical Skills

Vulnerability Assessment
OWASP Top 10 (CSRF, XSS, SQLi, SSRF, IDOR etc.)

Tools
Burp Suite, Metasploit, Nmap, OWASP ZAP, Wireshark

Programming
Python (Exploit Scripting), C/C++, JavaScript, Bash

Operating Systems
Windows, Linux (Debian, Arch)

Certifications

Foundations of Cybersecurity May 2023
Google

Practical Ethical Hacking Apr 2023
TCM Security

RF Security Development & RF Hacking Oct 2023
HackerED

Education

Shree Vishnu Vidhyalayaa Matric Hr Sec School Jun 2018 - Mar 2025
Higher Seondary

Languages

Tamil
00 00
English
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